EXAMPLES

Examples of Finished Embezzlement Packets

(This is only a guideline)

Example 1

Section 1

Reporting Party Information

The Victim of the theft is Ajax Inc.  The company is located at 555 Center Dr. in San Diego California 92123.  It is a subsidiary of The Bidford Group with business offices located at 355 West Bruster St. in Temecula California 92082.  The theft occurred at the business office address.

Complete a “Witness & Suspect Information Sheet” (Attachment ‘B’) for each victim and reporting party.
Company Profile
The parent, The Bidord Group, is currently comprised of six (6) automobile and truck dealerships
with locations in Oceanside, San Diego, Temecula, Santee, Chula Vista, and Escondido in California.  The corporation has its accounting functions housed in its business office located at the 355 West Bruster St address.  The accounting activity is handled at this site for all locations.

The company, Ajax Inc., is engaged in the business of sales and service of new and used automobiles and trucks at the San Diego address.  There are approximately 35 employees working at this address performing such functions as sales of vehicles, arranging financing for the sales of vehicles, mechanical repair of vehicles and sales of parts.

Description of Company Procedures 

During the sales and financing transactions, the customers will give the finance department representative checks and or cash representing the deposit on their purchase.  The finance department representative will prepare a receipt for the customer indicating the amount received and the type of payment, i.e. cash, check or credit card.  This receipt is taken from a numbered receipt book with a copy going to the customer and a copy and the funds deposited in a “drop safe”.  The finance representative will also notate in the Quick Books computer system the receipt number, type of payment and dollar amount received from the customer.

Every morning, the Finance Secretary with another person, will open the safe and verify that the money removed from the safe (cash, checks & credit card slips) agree to the receipt book for the previous days transactions.  If the receipt book indicates a check or credit card was received, one of the witnesses will initial the receipt book that the money is verified.  If the receipt is written and there is no money in the safe, the Finance Secretary notifies the General Manager and the Finance Director at the store.

After the money has been verified, it is put in a locked bank bag and sent along with the cash receipt book in an inter-company envelope and addressed to the contracts administrator for their store at the corporate business office.  The envelope is kept locked in the finance department until the company courier comes to pick it up during the morning run.  The courier will sign and date the log sheet when he takes the deposit from the Finance Secretary and will deliver the envelope to the addressee.

The contracts administrator and one other person are to unlock the bank bag and make sure there is money for every receipt in the receipt book.  If the money is in the form of a check or credit card, one of the two will initial the receipt book.  If it is cash both people are to initial the receipt book verifying the business office did receive the cash.  If at any time the money doesn’t agree to the amount written, the contract administrator is to notify her supervisor, the finance director, the General Manager at the store and the CFO.

Next, the contracts administrator will receipt all monies received into the QuickBooks accounting system.  Copies of all checks will be kept with the accounting copy of the receipt and placed in the deal jackets.  Copies of all receipts and along with all money received will be given to the AR department for final deposit into the bank.  The accounts receivable clerk will count all cash received in front of the contracts administrator and will initial the receipt that she has received the cash.

Section 2

Suspect Information

A copy of the (suspect’s name) identification sheet is in the section labeled Appendix #1.  (Suspect’s name) W-2 for the year(s) 2007 is located in Appendix #2.  A complete copy of (suspect’s name) employee file is found in Appendix #3.

Job Description

The suspect was recently employed as a contracts administrator in the corporate office with the responsibilities for Ajax Inc. 

In the general business office of the corporation there are four to five contracts administrators working for the various dealerships.  Each of the administrators performs the same job duties as the suspect.  These individuals are identified on the witness identification sheets labeled Attachment B immediately following this page.

Job Dates

The suspect was employed from October 10, 2004 to December 19, 2007.  She resigned her position and was labeled a voluntary quit.

There are no other suspects in this case.

Section 3
Circumstance that led to the discovery of the Theft

The suspect resigned on December 19, 2007.  The suspect’s replacement Jane Doe’s received a phone call from one of the Company’s prior customers related to a transaction in November 2007.  Jane Doe researched the transaction and found that the entry into the Company’s books did not match what the customer reported.  Jane Doe discovered the issue and reported it to her manager, Linda Doe.  The Company’s controller (John Doe) was immediately ordered to perform an audit of the suspect’s transactions for the year prior.  Numerous discrepancies were then discovered during the period of the audit which occurred from January 25, 2008 through March 3, 2008.

The embezzlement was reported to law enforcement on April 2, 2008.  

Section 4
Outline of Alleged Theft

The suspect diverted cash for her own benefit, from customer funds sent to the business office.  The total amount has been determined to be $14,500.0 in cash.

There were various methods used to divert the funds.  Several times, the suspect would initial the receipt book showing she received the funds from the dealership.  If there was a combination of cash and checks on a receipt, she would create a cash receipt in the QuickBooks computer system for the amount of the check and would balance the entry by debiting a customer deposit account control number labeled Order.  Therefore, there would be debits equaling the amount of the customer’s receivable and the transaction would be in balance.  Instead of debiting the cash account for the full amount received from the customer, she would debit the account for only the value of the check and divert the cash.  This would result in the customer’s receivable balance being cleared and another receivable being created for the amount of cash that was diverted.

In another example, when the suspect received $1,500.00 in cash, she did not create a cash receipt in the accounting system.  Instead, she cleared the customer’s receivable by posting a credit in the accounting records and offset the credit with a large debit ($1,411.51) to the order account and some other small balancing entries.

The suspect used another control number labeled LOCATE03 to divert cash.  In this example the customer’s $5,000.00 deposit was all in cash.  The suspect’s entry to the accounting records was $4,000.00 being put into the bank account, $5,000.00 posted to the customer’s receivable balance (the credit entry) and the remaining $1,000.00 being posted the LOCATE03 control number.

The suspect in one example, received $4,000.00 from the dealership.  When she recorded the receipt she posted $2,000.00 to the bank account and $2,000.00 to the customer’s receivable.  Then four days later, she cleared the customer’s receivable remaining balance of $2,000.00 by posting another receipt to the customer deposit account to a control number labeled LOCATE03  for $2,000.00.

The normal company procedure for the receipting of cash received from the dealership would be to debit the bank account and credit the customer receivable for the same amount.  Thus, the receipt would match the amount of cash and checks that were going to be deposited into the bank.

	Date
	Stock #
	Receipt #
	Amount Sent
	Amount in Cash
	Amount in Checks
	Amount to Bank
	Amount Taken
	Discovered
By
	Reference Page

	7/25/2002
	2021710
	430542
	$800.00
	$500.00
	$300.00
	$300.00
	$500.00
	Beth
	A1-A10

	10/11/2002
	2160115
	N/A
	$1,500.00
	$1,500.00
	$0.00
	$0.00
	$1,500.00
	Beth
	B2-B11

	10/14/2002
	2030148
	N/A
	$500.00
	$500.00
	$0.00
	$0.00
	$500.00
	Beth
	C1-C10

	10/21/02
	203026
	432552
	$15,000.00
	$2,500.00
	$12,500.00
	$12,500.00
	$2,500.00
	Beth
	D1-D7

	1/22/03
	2022110
	434720
	$4,500.00
	$1,500.00
	$3,000.00
	$3,000.00
	$1,500.00
	Beth
	E1-E10

	10/20/03
	217746
	9911
	$5,000.00
	$5,000.00
	$0.00
	$4,000.00
	$1,000.00
	Beth
	F1-F11

	10/31/03
	2040329
	10100
	$4,000.00
	$4,000.00
	$0.00
	$2,000.00
	$2,000.00
	Beth
	G1-G7

	11/26/03
	2040647
	10691
	$7,000.00
	$7,000.00
	$2,000.00
	$2,000.00
	$5,000.00
	Beth
	H1-H8

	
	
	
	
	
	
	
	
	
	

	Total all
	cash
	
	$38,300.00
	$20,500.00
	$17,800.00
	$23,800.00
	$14,500.00
	
	


Section 5

Other Claims or Proceedings
The suspect filed a civil action against the Company in February 2008.  The lawsuit is pending.  The Company law firm is Best, Best and Humble.  
Section 6
Proof of Loss

Package A

In the transaction, the suspect diverted $500.00 for her personal use.  Document A-1 Memo #2, states the dealership sent over $500.00 in cash and $300.00 in checks to the business office.  Document A-2 is the cash receipt showing the suspect’s initials signing for the $500.00 in cash and the $300.00 check.  The suspect then prepared the cash receipt in the computer system, a copy of which is located in document A-3.  In this document, the suspect recorded in the $800.00 received from the customer, deposited only the $300.00 check into the bank.  To balance the transaction in the accounting records, the suspect posted the remaining $500.00 to an ‘accounts receivable’ account under the control number ORDER.  The final deposit for the dealership for the date of the receipt, document A-5, indicates a total of $11,039.25 of cash was sent to the bank.  The transactions that comprised the total of cash are documents A-6 throughA-8.  The $500.00 in cash recorded into the company’s records was not deposited into the bank account.  Documents A-9 & A-10 are copies of the bank statement from Bank of America.  A-10 shows the bank crediting our account for $210,588.37 on 7/25/03 which matches the final deposit A-5.

Package B

Document B-2 shows that the dealership sent to the business office $1,500.00 in cash as described in Memo #3.  The suspect initialed receiving the cash as indicated on document B-3 on receipt #025234.  Normal company policy would be to generate a cash receipt from the computer system upon receipt of the cash 10/11/02.  Instead, the suspect made a journal entry using the cash receipt journal code (#56) and posted this entry on 11/13/02 over a month after the cash was received (see document B-4).  The detail of the suspect’s entry is document B-5.  Here, we see the suspect crediting, indicated by an after the dollar amount, the customer’s receivable (account #21000 under control #216015) for the $1,500.00 and offsetting this entry by handful of smaller adjustments totaling the $1,500.00 with the largest being the debit to account #21000 under the control #ORDER03.  Please also note a credit entry to control #2030148.  This will be further studied in Package C as another diversion of cash by the suspect.

Document B-6 is the final deposit receipt that was generated for the day that the money was sent by the dealership to the business office and subsequently deposited into the bank account.  The cash deposited is identified in documents B-7 through B-9.  Documents B-11 is a copy from the Bank of 

America bank statement showing the final deposit for 10/11/02 of $119,232.21 being credited to our 

account on 10/11/02.  Document B-3A is an additional page of receipts written by the store and sent to the business office on the same date.  As seen in document B-10, the first three receipts for customers; Brown, Blue, and Green were all checks and were processed on the dame date that the cash for customer Coleman was diverted.  Cash deposited into the bank on 10/11/02 included 

$5,000.00 for customer Purple.  Document B-7 is the computer cash receipt for this transaction and matches the cash receipt #025435 on document B-3B.

These types of explanations would continue for each piece of evidence.

Example 2

Section 1
Reporting Party Information

The Victim of the theft is ABC Dental Inc.  The company is located at 555 Center Dr. in San Diego California 92123.   ABC Dental Inc. has a second office located at 355 West Bruster St. in Temecula California 92082.  The theft occurred at the Center Dr. office address.

Complete a “Witness & Suspect Information Sheet” (Attachment ‘B”I) for each victim and reporting party.
Company Profile 

Company Name:  ABC Dental Inc.

Locations:
   555 Center Dr., San Diego, CA 92123

                             355 West Bruster St., Temecula, CA  92082

Function:
   Dental specialty practice: practice limited to endodontics (root canal/root canal


                             surgeries) 

Employees:  
   Between the two office there are 10 total with 1 independent contractor.  Each office           
                             has 4 staff in the office, one independent contractor doctor and one employee doctor  

                             alternating between the two offices, there is one off site staff person.

Operating Procedure

Front desk makes appointments on the phone from patient calls or Doctors offices.  Patient arrives at the office and fills out paper work.  Front desk enters all information into the computer and calls insurance company to verify eligibility, co-payments, and authorizations.  When patient treatment is completed, patient pays for the treatment by cash, personal checks, or credit card.  Treatment is posted in patient’s account ledger.

The front desk is responsible for receiving and sending mail.  Mail is delivered into a secure mail box in the lobby and needs to be picked up with a key.  Mail is sent out through a drop box in the lobby.  Mail received will include office insurance checks, credit card statements, patient’s checks, magazine, etc.  Insurance checks are processed by positing the check to the corresponding patient, a copy of the check is documented on the inpatient’s chart and insurance log book.  All employees were informed not to open the doctors’ mail and credit card statements.

At the close of the day, office closing procedures:  credit card terminal is reconciled by making a deposit; a form is filled out with terminal total, day sheet credit card total, and total of all draft receipt total all to match each other.  The operator is to sign the form with the deposit number.  The checks, patient’s personal, insurance checks and cash payments are all totaled and matched with day sheets.  The deposit envelope is then turned in to Mary Smith.
Witness information sheets

The following sheets labeled attachment B are the witness information sheets. 

Section 2
Suspect information:

See attached “Witness and Suspect Information Sheet” Attachment B

Job Description:


Front Desk Manager for ABC Dental Inc.; A dental corporation.


Job description from office manual and signed by suspect.



Patient contacts



Receives the patient and greet the patient



Schedule appointments



Answers phone calls



Contact no show patients



Confirms appointments a day in advance



Pull next days’ charts and type out schedule



Call list



File charts



Answer patient’s questions about forms they fill out



Enter all information in the computer



Keep front desk and reception area clean at all times.



Back-up all files through out the day.



Financial Tasks



Collect fees from patient or charge patient after each visit



Balance the day sheet at the end of the day and turn in to the doctor



Provide patient with a copy of treatment fees



Provide patient with a copy of the receipt



Record patient financial transaction after each visit



Handles all patient insurance forms



Record changes in patient data on patient records, charts and files



Remind patient by phone, letter or in person about past due accounts 



and unpaid bills



Handle all collection and reports



Account receivable will be reviewed every two weeks.

There are two others who share responsibilities with the suspect:

Mary Smith: To assist suspect in the front desk duties.  Responsibility limited in


function and days.  After suspect notified office termination, Mary was asked

to be fully trained for the front desk position.

Jane Doe:  Training purposes to replace suspect self termination.

Job Dates

Suspect started employment on August 23, 2005 and self terminated on April 14, 2007.

There are no other suspects in the office.

Section 3

Circumstance that led to the discovery of the Theft
Dr. ABC was the first to be alerted to the crime.  Dr. ABC received a letter on May 2, 2006 from a patient’s lawyer demanding a refund be issued to their client for $1,000.00.  Dr. ABC immediately went to the patient’s chart and related accounting records and noticed that there was no record of the charges on the treatment date.  Dr. ABC also noticed that there were other charges made to the account after the patient was treated which were unrelated to the treatment.

Dr. ABC refunded the patient’s money and conducted an internal investigation.  Other phone calls began to come in from other patients who were double charged on their credit cards.  In addition, Dr. ABC received calls from insurance companies who said that patients were charged for treatments that were not rendered.  Dr. ABC and his wife ordered all the merchant account statements and noticed 

that the suspect was crediting/refunding funds to her personal or controlled accounts.  Dr. ABC then ordered detailed transactions from the office credit card terminal and found that there were repeated account numbers where the funds were being refunded (See schedules 1 and 2 attached under Section IV).

Upon investigation with the Neighborhood Bank, it was determined that the suspect had access to the company’s bank account.  She could not transfer funds, but, she had the access to determine the amounts in the account.

Section 4
Outline of Alleged Theft

Money was transferred from the company merchant credit card terminal to suspect’s account.  The total loss is estimated at $XXX, 000.000 and may be as high as $XXX, 000.00.

The front desk makes appointments on the phone from patient calls or from referrals from other doctor’s offices.  The patient arrives at the office and fills out paper work such as medical history, consent forms, fee schedules, etc.  The front desk enters all information into the computer and calls the insurance company to verity eligibility, co-payments, authorizations, etc. When treatment is completed, patients pay for the treatment by cash, personal checks, or credit card.  Treatment is posted in the in the computer, an insurance claims is generated and payment is collected and posted in the patient’s ledger.

At the closed of the day, the credit card terminal is reconciled with the deposit.  A form is filled out with terminal total, day sheet credit card total and total deposit of checks and cash.  The deposit envelope is handed to the Doctor at the end of the day.

It appears that at some time during the day, the suspect was using the merchant credit card machine to transfer amounts to accounts either owned or controlled by the suspect or accounts of persons known by the suspect, such as her husband.  The suspect would double charge a patient (run the credit card through the merchant machine twice).  The suspect would make transfers of funds directly to controlled accounts by way of a “refund” to the credit/debit card (see attached schedules 1 and 2).

The company accounting books and records are computerized.  The data can be controlled by any staff member.  At that time, no passwords were required or in use.

Dr. ABC is the Custodian of Records and is available to testify.

The suspect was questioned by Civil Attorney, Mark Rivers.  She denied any involvement in the theft of the funds.

Section 5

Other Claims or Proceedings
None.
Section 6 
Proof of Loss
Checks, documents, bank statements and spreadsheets would be attached indicating the fraudulent use of the credit cards of the customers, as well as, the doctor.  Each check or document would be preceded by an explanation as shown in the above example.
